
Presented from a criminal justice perspective, Cyberspace, Cybersecurity, and 
Cybercrime introduces students to the interdisciplinary field of cybercrime by exploring 
the theoretical, practical, and legal framework it operates under, along with strategies to 
combat it. Authors Janine Kremling and Amanda M. Sharp Parker provide a straightforward 
overview of cybercrime, cyberthreats, and the vulnerabilities individuals, businesses, and 
governments face every day in a digital environment. Highlighting the latest empirical 
research findings and challenges that cybercrime and cybersecurity pose for those working 
in the field of criminal justice, this book exposes critical issues related to privacy, terrorism, 
hacktivism, the dark web, and much more. Focusing on the past, present, and future 
impact of cybercrime and cybersecurity, it details how criminal justice professionals can be 
prepared to confront the changing nature of cybercrime. 

Key Features 
• Compelling case studies engage students with real-world examples of important 

concepts to increase comprehension and critical-thinking skills. 

• Legal Issue boxes encourage exploration of the legal implications surrounding 
issues in cybersecurity and cybercrime, such as privacy and espionage. 

• Think About It critical-thinking exercises present scenarios that challenge 
students to apply the concepts they have learned and to consider what they would 
do in each situation. 

• Learning objectives, Internet resources, discussion questions, and key 
term definitions support student learning by clearly identifying the goals of 
each chapter, testing student comprehension of the material, and providing 
opportunities for further learning. 


